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EXECUTIVE SUMMARY

Aviation stands at an inflexion point. Global passenger traffic surpassed pre-pandemic
levels in 2024, reaching 9.4 billion passengers, a figure projected to double to 19.5
billion by 2042. Yet the infrastructure required to support this expansion is
fundamentally constrained. Physical airports face a $310 billion investment deficit,
digital systems remain trapped in legacy protocols from the 1980s, and the industry
confronts a shortage of 32,000 skilled workers by decade's end.

The result is an operational crisis masked by recovery euphoria. Nearly half of all delays
(47%) trace directly to fragmented workflows and siloed systems. Major airports operate
50+ specialised vendor systems, each optimising locally while creating system-level
chaos. Baggage handling, gate management, workforce coordination, and energy
systems function as independent domains, with human operations managers making
200+ coordination decisions per shift using incomplete information and institutional
intuition.

Airport Operations Intelligence (AOI) addresses this orchestration gap through multi-
agent Al systems that coordinate across vendor boundaries in real-time. Unlike
traditional automation that executes predefined rules, AOl agents reason across
operational domains, adapt to unexpected scenarios, and learn from outcomes. The
platform operates in three layers: (1) an airport-owned Master Orchestrator that
monitors all systems and detects conflicts, (2) specialised operational agents for
baggage, gates, workforce, and energy that coordinate domain-specific operations, and
(3) integration points with existing vendor systems that preserve infrastructure
investments.

OnJanuary 22, 2026, Singapore's Infocomm Media Development Authority (IMDA)
published the world's first governance framework specifically designed for agentic Al
systems, the Model Al Governance Framework for Agentic Al. This framework,
announced at the World Economic Forum, establishes four dimensions of responsible
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accountability, implementing technical controls throughout the agent lifecycle, an
enabling end-user responsibility through transparency and training. ‘

AOl's architecture independently implements every dimension of the IMDA framework.
The first airport to deploy AOl under IMDA compliance gains a strategic advantage that
compounds over time: regulatory credibility with aviation authorities, government
recognition as a reference implementation, competitive differentiation in airline
partnerships, and influence over future regulations rather than reactive compliance.
This white paper details how that deployment succeeds.

Key Findings:

o Traffic will double in 18 years while infrastructure investment lags by $310
billion (US case study)

e 7-8% of operational delays system-wide stem from coordination failures
between fragmented systems requiring manual orchestration

e 26 million bags mishandled annually (7.6 per 1,000 passengers), with 42% of
errors occurring during transfers between siloed systems

e AOltargets 10-15% bag mishandling reduction in single-domain deployment
(Phase 2), with potential for 20% improvement in Phase 3

e Cross-domain coordination targets 15-20% on-time performance
improvement and 30% reduction in cascade delays (Phase 3)

o IMDA compliance provides 18-24-month regulatory credibility advantage as
a global reference implementation for aviation agentic Al governance

Strategic Imperative:

By 2030, every major airport will face the orchestration crisis. The question is not
whether airports deploy AOI, it is who deploys first and establishes the operational and
regulatory template for the industry. This white paper provides the roadmap.
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SECTION 1: THE CONVERGENCE OF GROWTH AND CONSTRAINT k

1.1 Aviation 2025: The Gravity of Growth

The post-pandemic recovery is complete. In 2024, global passenger traffic reached 9.4 ~mai =
billion passengers, 103% of 2019 baseline levels, marking an 8.4% year-over-year

increase. International traffic led the recovery with 13.3% growth, outpacing domestic

traffic's 4.6% expansion. Cargo rebounded with 9.9% volume increases driven by e-

commerce logistics demands.

Yet this is not recovery; it is the beginning of relentless, measured expansion. The
aviation industry entered a trajectory of sustained growth characterised by a 3.2%
compound annual growth rate through 2053. By 2030, annual passenger volumes will
exceed 12 billion. By 2042, traffic will reach 19.5 billion passengers annually. By mid-
century, the industry will process 21.5 billion passengers per year, more than double
today's volumes.

The axis of aviation has shifted decisively eastward. The Asia-Pacific (APAC) region
and the Middle East now serve as the primary growth engines. In 2024, APAC led
international traffic growth with 28.8% expansion. Long-haul connections increasingly
bypass traditional European and North American hubs in favour of Singapore, Dubai,
Hong Kong, and emerging hubs throughout Southeast Asia. By 2052, the top four
aviation markets will be China, the USA, India, and Indonesia, a fundamental reordering
from historical patterns.

This growth trajectory creates an existential question for airport operators: Can 20th-
century infrastructure and 1980s-era operational protocols support 21st-century
demand? The evidence increasingly suggests they cannot.

1.2 Physical Infrastructure Crisis

The United States provides a sobering case study in infrastructure deficit. The American
Society of Civil Engineers (ASCE) assigned US aviation infrastructure a grade of D+. The
Federal Aviation Administration projects infrastructure investment needs of $310 billion
through 2033, yet current funding trajectories allocate only $67.5 billion, a $242.5 billion
shortfall representing 78% of the required investment.

Consequences manifest operationally:

« Runway capacity constraints: Fourteen major US airports will be runway-
constrained by 2033, unable to accommodate scheduled flight operations
during peak periods

o Ageing control infrastructure: FAA en-route control centres average 60+ years
of operational age, relying on technology predating modern computing
architecture
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« Maintenance backlogs: Deferred maintenance on taxiways, aprons, and
terminal infrastructure creates cascading operational risks ;

While infrastructure quality varies globally, the fundamental challenge persists across - .
markets. European airports face slot constraints that pricing mechanisms cannot ;
resolve. Asian hub airports confront explosive demand growth that outpaces

construction timelines. Even airports completing major expansions, such as Hong

Kong's Third Runway System or Brisbane's dual-terminal upgrade, discover that physical
capacity increases alone do not solve operational complexity.

The uncomfortable truth: Physical infrastructure expansion cannot keep pace with
demand growth. Operational efficiency through intelligent coordination becomes the
only viable path to capacity optimisation.

1.3 The Digital Legacy Trap

Modern airports present a fagade of digital sophistication, mobile boarding passes,
biometric corridors, and automated bag drop systems. Yet beneath this passenger-
facing veneer lies operational infrastructure trapped in legacy protocols from the 1980s.

The Type B messaging protocol, standardised in the 1980s for airline-airport data
exchange, remains the backbone of airport operations worldwide. Airlines transmit
flight schedules, passenger manifests, and cargo details through text-based messages
designed for teletype machines. Airports relay this information to ground handlers
through similarly antiquated interfaces. When an aircraft arrives, coordinating baggage
handling, gate assignment, catering, fueling, pushback, and crew scheduling requires
serial exchanges of structured text messages between systems that cannot directly
communicate.

This creates profound operational brittleness:

o Data silos: Each vendor system maintains its own database of operational state.
Siemens knows baggage system status; SITA knows flight information;
Honeywell knows building management state, but no system comprehends the
full operational picture

« Delayed synchronisation: System updates propagate through message
exchanges with latencies measured in minutes, not seconds. By the time all
systems reflect the current state, operational reality has changed

¢ Manual coordination: Operations managers spend entire shifts translating
between system languages, reconciling conflicting data, and making
orchestration decisions that no automated system can execute

The result: Industry analysis attributes approximately 7-8% of system-wide
operational delays to coordination failures between fragmented airport systems.
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control, and airline operational issues), this figure rises to 40-50%, representing\t\he/
single largest addressable source of delay within airport operational authority. THiS‘ is
not a technology problem in the conventional sense, airports have abundant e i
technology. It is an orchestration problem. No system coordinates across vendor

boundaries.

The Cybersecurity Amplification

Legacy protocol persistence creates an expanding attack surface. The Allianz Risk
Barometer rates cybersecurity as the #1 risk facing aviation as digitisation efforts
attempt to modernise individual systems while maintaining compatibility with 1980s-
era messaging infrastructure. The 2015 Seattle-Tacoma Airport ransomware attack
demonstrated how vulnerability exploitation in one legacy system can cascade across
interconnected airport operations.

Airports face an impossible choice: Maintain legacy systems with known vulnerabilities,
or modernise piecemeal and create integration fragmentation that worsens operational
coordination. Neither path resolves the fundamental problem.

1.4 Human Capital Shortfall

The aviation industry confronts a structural deficit in skilled labour that technology
investment has thus far failed to address:

e Pilots: Global shortage of 50,000 pilots by 2025, with North America requiring
130,000 new pilots over 20 years (70% structural deficit)

o Air Traffic Control: US towers operating at 72% staffing levels; 20 of 26 major
hubs below 85% critical staffing thresholds (72% staffing crisis)

e Maintenance Technicians: Ageing workforce (average age ~50 years) with
716,000 new technicians needed globally by 2043 (60% replacement
requirement)

Airport ground operations face similar pressures. Baggage handlers, ramp coordinators,
gate agents, and operations supervisors represent ageing workforces with insufficient
pipeline development to replace retiring expertise. The institutional knowledge required
to coordinate 50+ systems across shift handovers, irregular operations, and crisis
scenarios resides in human experience that is not being systematically captured or
transferred.

Traditional automation addresses task execution but not coordination complexity. A
baggage handling system can route bags efficiently within its own domain, but it cannot
coordinate with gate assignments, aircraft turnaround schedules, passenger
connection times, and customs processing requirements. That orchestration remains
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human work, work performed by an increasingly scarce workforce managing ',
exponentially increasing operational complexity.

e

The workforce crisis is fundamentally a knowledge transfer crisis. Airports must - .
capture the coordination expertise of experienced operations managers and embed itin
systems that augment remaining staff rather than simply automating individual tasks.

1.5 The Sustainability Imperative

Aviation is committed to achieving net-zero carbon emissions by 2050. For airlines, this
mandates transition to Sustainable Aviation Fuel (SAF) and eventual fleet electrification
or hydrogen propulsion. For airports, sustainability requirements encompass ground
fleet electrification, solar infrastructure deployment, and most critically, operational
efficiency that minimises fuel burn and environmental impact.

The SAF production gap illustrates the challenge. To hold emissions at 2019 levels
while doubling traffic by 2042, the industry requires 16 billion gallons of SAF annually by
2030. Best-case supply forecasts project 5.4 billion gallons, a 10.6 billion gallon deficit
(66% shortfall). This production constraint forces operational solutions: Aircraft cannot
burn fuel that does not exist.

Operational efficiency becomes the immediate, achievable pathway to emissions
reduction:

e Reduced taxi times: Optimising gate assignments and taxiway routing to
minimise aircraft ground movement

o Improved turnaround coordination: Eliminating delays that force aircraft to
burn fuel awaiting departure clearance

o Electrified ground fleet coordination: Routing electric tugs, baggage carts, and
ground support equipment to minimise deadhead movements

These optimisations require system-level orchestration that the current fragmented
infrastructure cannot deliver. A baggage handling agent that routes bags to minimise
carousel congestion provides marginal efficiency gains. A cross-domain orchestrator
that simultaneously optimises baggage routing, gate assignments, ground fleet
positioning, and departure sequencing delivers step-change emissions reductions.

Sustainability is no longer optional; it is the license to operate. Airports that cannot
demonstrate measurable, auditable progress toward net-zero targets face regulatory
constraints, airline pressure, and public scrutiny. AOI provides the operational
orchestration infrastructure to deliver those gains.
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SECTION 2: THE FRAGMENTATION CRISIS
2.1 The 50+ System Airport

A modern major airport operates not as a unified system but as a federation of
specialised vendor platforms, each optimised for local efficiency with minimal cross-
system coordination capability.

Typical vendor landscape for a hub airport:
Baggage Handling Systems
e Siemens, Vanderlande, Beumer, Daifuku (conveyor control, sortation, tracking)
e Multiple vendors within a single airport due to terminal-specific procurement
Flight Information Display Systems (FIDS)

o SITA, Rockwell Collins, Thales (flight schedules, gate information, passenger
displays)

Airport Operations Systems

e Various proprietary platforms (slot management, resource allocation, operations
dashboards)

Security Systems

¢ Multiple vendors (checkpoint management, access control, surveillance, threat
detection)

Building Management Systems
e Honeywell, Johnson Controls, Siemens (HVAC, lighting, energy management)
Ground Support Equipment Tracking

e Various loT platforms (tug tracking, belt loader positioning, aircraft service
coordination)

Workforce Management

e Separate rostering platforms for airport staff, airline staff, ground handlers,
security, and customs

Revenue Management Systems
e Parking, retail, concessions, each operating independently
Environmental Monitoring

e Air quality, noise monitoring, weather systems
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Competition ensures performance. Modularity allows incremental upgrades witho \
wholesale replacement. Yet the cumulative effect creates a coordination crisis that- _
undermines the individual excellence of component systems. e T R

The Integration lllusion
Airports have attempted integration through multiple strategies:

Enterprise Service Bus (ESB) architectures: Central messaging hubs that translate
between vendor protocols. These succeed at data exchange but fail at decision
coordination; they move information between systems without enabling cross-system
reasoning.

Common Data Warehouses: Consolidating operational data for reporting and
analytics. Useful for post-facto analysis but unable to enable real-time coordination.

Airport Collaborative Decision Making (A-CDM) frameworks: Standards for data
sharing between stakeholders. Improved visibility, but coordination remains manual;
humans interpret shared data and make orchestration decisions.

These approaches address symptoms without resolving the fundamental problem: No
system reasons across operational domains to coordinate decisions in real-time.

2.2 Local Optimisation, System-Level Chaos

Each vendor system optimises for its own performance metrics, creating conflicts that
manifest as system-level inefficiency.

Example Scenario: Flight CX888 Arrives 15 Minutes Early

An aircraft lands ahead of schedule, ordinarily a positive outcome. Yet the airport's
fragmented systems respond independently:

Baggage Handling System (BHS)
e Optimised for carousel utilisation and conveyor throughput

e Currently routing bags to Carousel 3 based on the flight schedule published 6
hours ago

e 50 bags are still processing through the system, requiring 8 additional minutes
Gate Management System

o Assigned gate occupied by another aircraft with 12 minutes remaining on
scheduled departure

o Nearest available gate is 400 meters away, beyond optimal walking distance for
connecting passengers
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Passenger Connection Management ;
e 15 passengers on CX888 have tight connections requiring this specific flig’h:g

« Without coordinated gate and baggage acceleration, these connections willbe ~~--__| ___--
missed

Crew Scheduling System
e Crew approaching maximum duty time limits

e Next departure slot available in 4 minutes, but only if the aircraft can complete
the turnaround

e Crew scheduler unaware of baggage and gate conflicts

Current State Resolution: The duty manager receives conflicting information from
multiple systems, makes a judgment call with incomplete data, and executes manual
coordination:

e Calls baggage operations to expedite CX888 bags on Carousel 3

e Negotiates with the gate controller to shift the aircraft to a distant gate
e Alerts passenger services about potential missed connections

e Coordinates with the crew scheduler about duty time exposure

This coordination consumed 8 minutes of management time, involved 5 phone calls,
and resulted in suboptimal outcomes (missed connections, crew delay risk) because
no system could reason across domains to propose an integrated solution.

What AOIl would do: Detect the early arrival, model the multi-domain conflict (bags,
gates, passengers, crew), propose solutions (reroute bags to a closer gate's carousel,
coordinate accelerated unloading, notify connecting passengers), obtain human
approval, and execute coordination across all systems, within 90 seconds.

2.3 The Orchestration Gap

The gap between vendor system capability and operational requirements manifests
most acutely during irregular operations:

Weather Delays: A thunderstorm closes runways for 45 minutes. Sixty flights queue for
landing, gate assignments no longer align with actual arrival sequence, baggage system
routing based on outdated arrival order, ground crew positioned for the wrong aircraft,
and passengers missing connections across the disrupted network.

Current state: Operations centre executes heroic manual re-coordination. Staff
expertise prevents total breakdown, but outcomes remain suboptimal, delays cascade,
passenger dissatisfaction increases, and costs accumulate.
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bags within its own system, but it cannot coordinate with gate assignments to shift /
affected flights to terminals served by operational belts, cannot notify airlines of - _
potential delays, and cannot reposition ground handlers. e T R

Security Incidents: A checkpoint closure redirects passenger flow. Security queue
management systems optimise for the new configuration, but building management
systems maintain original HVAC/lighting profiles, workforce scheduling doesn't
reallocate staff, and gate assignments remain unchanged despite altered passenger
walking times.

In each scenario, individual systems perform their designated functions competently.
The failure occurs at the coordination layer that no vendor owns and no system
addresses.

Human operations managers fill this gap through:

o Domain expertise: Understanding how systems interact, even when systems
themselves don't

¢ Institutional knowledge: Patterns learned from years of handling similar
scenarios

¢ Communication networks: Informal relationships enabling rapid cross-
functional coordination

e Judgment under uncertainty: Making decisions with incomplete information
and time pressure

This works, until it doesn't. Experienced managers retire, taking institutional knowledge
with them. Operational complexity increases faster than human cognitive bandwidth.
Shift handovers lose critical context. Fatigue and stress degrade decision quality
precisely when the stakes are highest.

The orchestration gap is not a technology gap. It is an intelligence gap. Airports need
systems that reason across vendor boundaries the way experienced operations
managers do, but with machine speed, consistency, and scalability.

2.4 Cost of Inaction
The fragmentation crisis imposes measurable costs that compound annually:
Operational Costs

o Delay propagation: IATA estimates delays cost the industry $25 billion annually;
industry analysis suggests 7-8% system-wide attributable to coordination
failures, with significantly higher proportions (40-50%) within airport-controllable
delay categories
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¢ Inefficient resource utilisation: Baggage handling capacity operatiné‘at
efficiency due to suboptimal routing

e

o Excess staffing requirements: Manual coordination work that should be g . !
automated

Passenger Experience Degradation

e Mishandled baggage: 26 million bags mishandled in 2023 (7.6 per 1,000
passengers)

e Missed connections: 42% of baggage errors occur during transfer operations
requiring cross-system coordination

e Unpredictable service quality: Operational outcomes depend on which
manager is on shift rather than systematic capability

Competitive Disadvantage

« Airlines route around problematic airports: Hubs that cannot reliably execute
complex connections lose transfer traffic

e Regulatory scrutiny: Airports with persistent operational issues face increased
oversight and potential slot restrictions

« Inability to grow into demand: Physical capacity constrained by operational
inefficiency rather than true infrastructure limits

Strategic Vulnerability

e Technology lock-in: Fear of breaking fragile manual coordination prevents
system modernisation

e Vendor dependence: Individual systems are irreplaceable because humans
perform the integration work

o Al transformation failure: Billions invested in Al passenger services while the
operational backbone remains pre-digital

By 2030, the gap between operationally sophisticated airports and fragmented airports
will define competitive position. Airlines will concentrate operations at hubs that
demonstrate reliable coordination capability. Passengers will select itineraries based on
operational reputation. Regulators will impose performance standards that fragmented
operations cannot meet.

The cost of inaction is not stasis; it is competitive obsolescence.
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SECTION 3: AIRPORT OPERATIONS INTELLIGENCE - THE SOLUTION k

3.1 The Three-Layer Model

Airport Operations Intelligence addresses the orchestration crisis through a three-layer ~~--_ | ___--
architecture that preserves existing infrastructure investments while adding the
coordination intelligence that current systems lack.

TERMINOLOGY FRAMEWORK
Throughout this document, these terms have specific meanings:

e AOI (Airport Operations Intelligence): The complete three-layer architecture
comprising Master Orchestrator (Layer 1), specialised operational agents (Layer
2), and an integration layer connecting to vendor systems (Layer 3)

e Master Orchestrator: Layer 1 core decision engine, the airport-owned LLM-
based system that monitors all vendor systems, detects cross-domain conflicts,
generates coordinated solutions, and maintains system-level operational state.
This is the system of record for operational decisions.

e Operational Agents: Layer 2 domain-specific components (Baggage Agent, Gate
Agent, Workforce Agent, Energy Agent) that coordinate within operational
domains and report to Master Orchestrator

e Operational Decision Orchestration: Cross-domain coordination requiring
trade-off reasoning between competing objectives (minimise delay vs. optimise
cost vs. maximise passenger satisfaction). Distinct from integration
orchestration (ESB/message bus patterns that route data between systems
without decision logic).

When discussing accountability, "AOIl deployment" refers to the full architecture; the
Master Orchestrator serves as the decision authority within that architecture.

Layer 1: Airport Operations Intelligence Platform (Airport-Owned)

The Master Orchestrator serves as the airport's operational intelligence layer—a large
language model (LLM) based system that monitors all vendor systems, detects cross-
domain conflicts, proposes coordinated solutions, and learns from operational
outcomes.

Core functions:

e Continuous monitoring: Ingests data streams from all connected systems
(BHS, FIDS, gate management, workforce, energy, security)

e Conflict detection: Identifies situations where local optimisation by individual
systems creates system-level problems
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e Solution generation: Reasons across operational domains to propose,

coordinated responses o
e Human approval workflow: Presents solutions to operations managers for T . !
approval before execution

e Learning system: Analyses outcomes to improve future decision quality

Critical attribute: Airport ownership. The orchestrator belongs to the airport, nota
vendor. This ensures:

¢ Vendor neutrality in coordination decisions

e Long-term institutional knowledge accumulation

o Strategic control over operational intelligence

o Ability to add/change vendors without losing coordination capability
Layer 2: Specialised Operational Agents

Domain-specific agents handle coordination within operational areas, reporting to the
Master Orchestrator:

Baggage Agent: Coordinates baggage routing across terminals, carousels, and transfer
operations. Optimises for delivery speed, carousel utilisation, and connection
reliability. Interfaces with BHS control systems (Siemens, Vanderlande, Beumer) and
airline baggage systems.

Gate & Security Agent: Manages gate assignments considering aircraft compatibility,
passenger walking distances, airside vs. landside security zones, and terminal capacity
constraints. Coordinates with FIDS, airline scheduling systems, and security checkpoint
management.

Workforce Agent: Optimises staff allocation across shifts, operational demands, and
skill requirements. Coordinates ground handlers, ramp staff, customer service, and
airport operations teams. Interfaces with multiple workforce management systems.

Energy Agent: Manages building systems (HVAC, lighting, equipment) in response to
operational dynamics. Coordinates with building management systems (Honeywell,
Johnson Controls) to optimise energy consumption while maintaining operational
requirements.

These agents possess:

¢ Memory: Maintain context across operational scenarios, learning patterns and
building persistent understanding
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Tool use: Take real actions through APls, control systems, and communic tioy,n/ e B
channels ;

e

Planning capability: Break complex operational goals into executable

sequences

Feedback learning: Evaluate outcomes and adjust decision-making to improve
over time

Layer 3: Existing Vendor Systems (Integration Points)

AOI does not replace vendor systems; it coordinates them. Existing baggage handling,

flight information, security, and building management systems continue performing
their specialised functions. AOIl integrates through:

Standard APIls: RESTful interfaces, SOAP services, proprietary vendor APls

Legacy protocol bridges: Type B messaging gateways, database connectors, file
exchange systems

Real-time data streams: MQTT, Kafka, WebSockets for continuous monitoring

Control interfaces: Secure command channels for executing coordinated
actions

This layered approach delivers:

Immediate value: Coordinate existing systems without a rip-and-replace
investment

Vendor competition: Maintain the ability to replace underperforming systems

Incremental deployment: Add coordination capability gradually without
operational disruption

Future-proof architecture: New vendors integrate through standard protocols
rather than custom development

3.2 Agentic Al Framework

AQOI represents a fundamental evolution beyond traditional automation. Agentic Al
systems combine five capabilities that distinguish them from rules-based process

automation:

1.

Dynamic Planning: Decompose complex goals into multi-step sequences
without pre-programmed workflows

Tool Use: Execute actions through APIs, control systems, and communication
channels
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Cross-System Reasoning: Coordinate decisions across vendor boundar\Pes t

optimise system-level outcomes L ‘

5. Adaptive Learning: Improve decision quality based on outcome feedback over
weeks and months

This differs fundamentally from rules-based process automation (which executes
fixed IF-THEN logic) and LLM copilots with tools (which assist humans but don't
coordinate autonomous multi-system actions).

To understand the capability difference, compare conventional systems to agentic Al:
Traditional Automation Characteristics:
¢ Fixed rules and scripts: IF condition ATHEN execute action B

o Brittle on edge cases: Fails when encountering scenarios not explicitly
programmed

¢ No learning: Performs identically on Day 1000 as Day 1

o Siloed optimisation: Each system optimises its own domain without cross-
system reasoning

Agentic Al Characteristics:

o« Dynamic reasoning: Evaluates novel scenarios using learned principles, not
predefined rules

 Adaptive response: Adjusts behaviour based on operational context and
outcome feedback

e Continuous improvement: Performance increases over time as the system
accumulates operational experience

e Cross-system coordination: Reasons across vendor boundaries to optimise
system-level outcomes

The distinction becomes clear in operational scenarios:
Scenario: Unexpected Aircraft Swap

An airline substitutes a Boeing 787 for a scheduled Airbus A350 due to maintenance
issues. The aircraft types have different:

o Gate compatibility requirements (bridge height, parking stands)

e Baggage loading configurations
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e Fueling specifications

e Ground service equipment needs

e Catering capacities
Traditional Automation Response: Each system processes the change independently:

e (Gate system rejects assignment (incompatible aircraft type)

e Baggage system continues routing to the wrong configuration

e Ground services dispatch equipment for the original aircraft

e Manual coordination required to resolve conflicts

Agentic Al Response: Master Orchestrator detects aircraft swap, reasons across
implications:

1. lIdentifies gate compatibility constraints

2. Proposes alternative gates meeting 787 requirements
3. Coordinates baggage routing to the new gate

4. Alerts ground services to equipment change

5. Adjusts catering, fueling, and crew positioning

6. Presents an integrated solution for human approval
7. Executes coordinated changes across all systems

The agentic system didn't require someone to program "787-to-A350 swap procedure."
It reasoned about aircraft characteristics, gate constraints, and operational
dependencies to generate an appropriate response. When future swaps involve
different aircraft types or operational contexts, the system adapts rather than fails.

Core Agentic Capabilities
Memory (Persistent Context) Agents maintain understanding of:
e Current operational state across all systems
o Historical patterns (e.g., "Thursdays have higher baggage volume")
e Ongoing scenarios (e.g., "Weather delay recovery in progress")
o Stakeholder preferences (e.g., "Airline X prefers Gate 15 when available")

This context enables continuity across shift changes; the orchestrator never "forgets"
what happened earlier in the day or what solutions worked for similar problems.
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Tool Use (Real-World Action) Agents execute changes through:

e APl calls to vendor systems (reroute bags, reassign gates)

e Database updates (modify schedules, resource allocations) e N (R
¢ Communication systems (alert staff, notify stakeholders)
e Controlinterfaces (adjust HVAC, reposition equipment)

Unlike advisory systems that merely recommend actions, agents implement approved
solutions directly eliminating the translation step from recommendation to execution.

Planning (Multi-Step Reasoning) Agents decompose complex goals:
e Break "optimise morning arrival bank" into specific sub-tasks
e Sequence actions to avoid creating new conflicts
e Evaluate multiple solution pathways
e Select approaches maximising operational outcomes

Planning capability enables agents to handle scenarios requiring coordination across 5-
10 systems with 20+ sequential actions, beyond human cognitive bandwidth under time
pressure.

Orchestration (Multi-Agent Coordination) Specialised agents coordinate through the
Master Orchestrator:

e Baggage Agent proposes a routing change affecting the Gate Agent's
assignments

e Gate Agent evaluates the impact on the Workforce Agent's staff positioning
e Energy Agent adjusts building systems for modified traffic flow
e Master Orchestrator resolves conflicts and synthesizes optimal solution

This distributed intelligence model scales: airports add agents to new operational
domains (customs, retail, maintenance) without redesigning the entire system.

Feedback Learning (Continuous Improvement) Agents evaluate outcomes:
e Compare predicted vs. actual results
¢ ldentify decision patterns that succeeded or failed
e Adjust weights in future reasoning

e Incorporate human overrides as training signals
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An agent that consistently underestimates baggage delivery times learns to édju
predictions. An agent whose gate assignments frequently require manual over}id
learns the preferences it initially missed. Over months and years, operational capébiuty
improves systematically. B

3.3 Traditional Automation vs. Agentic Al

The capability gulf between traditional automation and agentic Al becomes clearest

when systems encounter operational realities:

Dimension Traditional Automation Agentic Al (AOI)
Rule Base Fixed, predefined scripts Dynamic reasoning from
principles

Edge Cases System fails or requires Adapts by reasoning from similar
manual intervention scenarios

Learning Static—no improvement over Continuous—performance
time increases with experience

Optimization Single system/domain Cross-system coordination

Scope

Human Role Programming all scenarios Approving decisions, providing
upfront feedback

Failure Mode Cannot handle Proposes solutions, escalates
unprogrammed situations genuine ambiguity

Scalability Exponential programming Linear agent addition
burden

Real-World Implication:

Traditional automation succeeds in controlled environments with predictable
scenarios. It fails when:

e Operational context changes (weather, equipment failures, demand surges)
e Multiple systems require coordination
e Novel scenarios emerge that weren't explicitly programmed

Agentic Al succeeds precisely where traditional automation fails—in the messy,
dynamic, multi-stakeholder environment of actual airport operations.

3.4 Proven Case Studies Beyond Aviation

While AOI represents the first deployment of agentic Al specifically for airport
operations, the underlying multi-agent coordination technology has proven capability in
analogous coordination problems. These case studies demonstrate the technical
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feasibility of coordinating fragmented systems through autonomous age;‘\\ts,
aviation-specific validation occurs during AOl's Observatory Phase. ‘

Capital One: Multi-Agent Car Buying System .

Challenge: Coordinate across 15,000 car dealerships with different inventory systems,
pricing models, and transaction workflows to help customers find and purchase
vehicles.

Solution: A multi-agent system where specialised agents handle:
e Inventory search across fragmented dealer databases
e Price negotiation considering market conditions and dealer incentives
e Financing coordination with multiple lenders
e Transaction completion across varying dealer systems
Results:
e 55%increase in customer engagement
e 5xreductionin transaction latency

e Seamless coordination across systems that previously required manual
integration

RBC: Autonomous Trading Agents

Challenge: Execute complex trading strategies requiring coordination across multiple
markets, assets, and risk parameters in real-time.

Solution: Al agents that:
e Monitor market conditions across asset classes
e Evaluate trading opportunities within risk boundaries
e Execute coordinated trades across venues
e Learnfrom outcomes to improve strategy execution
Results:

¢ Demonstrated capability to operate within defined risk boundaries
autonomously

e Coordinated multi-step transactions across systems without manual
intervention

o Adapted strategies based on market feedback
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Grab: SOP-Driven LLM Agent Framework by

Challenge: Coordinate complex operational workflows in ride-hailing and delive\ryi
services across Southeast Asia with varying local requirements. S !

Solution: Agents guided by Standard Operating Procedures (SOPs) that:
e Execute multi-step customer service workflows
e Adaptto regional regulatory differences
e Coordinate driver allocation with demand forecasting
e Learn optimal approaches for different operational contexts
Results:
e Systematic execution of complex operational procedures
e Consistency across diverse operational environments
e Demonstrated ability to follow structured frameworks while adapting to context
Pattern Recognition:
These implementations share characteristics directly applicable to airport operations:

1. Coordination across fragmented systems: Like airports, these environments
involve multiple independent platforms requiring orchestration

2. Real-time decision-making: Agents operate at machine speed in dynamic
environments

3. Bounded autonomy: Systems execute decisions within defined parameters,
escalating edge cases

4. Continuous learning: Performance improves through operational experience

5. Human oversight: Critical decisions require human approval; routine operations
proceed autonomously

The technology is proven. The question for airports is not "Can this work?" but "Who
deploys first?"
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SECTION 4: IMPLEMENTATION PATHWAY I

AOI deployment follows a phased approach that demonstrates value at each stéglé,
bounds risk through gradual autonomy expansion, and builds institutional capabilitif -
systematically.

4.1 Phase 1: Observatory (Months 1-6) - Investment: $500K

Objective: Deploy read-only orchestrator that monitors all systems, detects conflicts,
and generates recommendations without taking autonomous action.

Technical Implementation:
¢ Install AOIl platform in the airport's cloud or on-premise environment

o Establish read-only data connections to existing vendor systems (BHS, FIDS,
gate management, workforce, building systems)

e Configure Master Orchestrator to monitor operational state

e Train system on airport's specific operational context, SOPs, and constraints

e Deploy operator dashboard for visualisation and recommendation review
Operational Model:

e System observes all operational scenarios

e Detects cross-system conflicts in real-time

e Proposes solutions to operations managers

e Logs decisions (system recommendations vs. human actions)

e Builds decision quality database for Phase 2
Success Metrics:

e 60%+ recommendation acceptance rate (indicates system understanding airport
operations correctly)

e Decision quality improvement measured through:
o Delayreduction when recommendations are followed vs. ighored
o Resource utilisation efficiency
o Passengerimpact metrics (mishandled bags, missed connections)

Risk Profile: Minimal. System observes only; cannot affect operations. Airport validates
capability before granting execution authority.
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Key Deliverable: Operational intelligence that provides real-time coordinatio\n
recommendations, building confidence in system decision quality.

Expected Outcomes: h e !
e Operations managers gain familiarity with AOIl reasoning patterns
e System accumulates operational experience and learns airport-specific patterns
e Business case validation through quantified decision quality improvement
¢ lIdentification of highest-value use cases for Phase 2 single-domain deployment
4.2 Phase 2: Single-Domain Agency (Months 6-18) - Investment: $750K

Objective: Grant AOl execution authority in ONE operational domain, enabling
autonomous action within defined boundaries.

Domain Selection: Select a domain with:

High operational pain (frequent coordination failures)

Measurable outcomes (bag delivery times, mishandling rates)

Lower risk profile (reversible actions, non-safety-critical)

Strong vendor relationship (cooperative integration partner)
Typical First Domain: Baggage Handling
Technical Implementation:
e Upgrade AOI platform with write access to BHS control APls
e Deploy Baggage Agent with bounded authority:

o Canreroute bags between carousels autonomously for loads <$1,000
impact

o Requires human approval for decisions affecting >50 bags or >$1,000
cost

o Cannot override manual operator commands

o Operates within defined hours (e.g., 6 am-11 pm, manual fallback
overnight)

Operational Model:
e Baggage Agent monitors bag flow across terminals

e Detects congestion, predicted jams, and suboptimal routing
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Requests human approval for significant changes (e.g., reroute internatidh’é\l
bags to a different terminal) T . !

Humans retain override authority at all times

Success Metrics:

10-15% reduction in bag mishandling rate (validated through multi-month
operational data)

15% faster average bag delivery time

60%+ autonomous decision execution (most decisions don't require human
approval)

Zero safety incidents or operational disruptions

Risk Mitigation:

Circuit breakers: Automatic shutdown if error rate exceeds 5% over 15 minutes

Manual override: Operators can disable the agent and revert to manual control
instantly

Gradual rollout: Start with a single terminal, expand after 30 days of stable
operation

24/7 monitoring: Operations centre maintains continuous oversight

Key Deliverable: Demonstrated autonomous operation in a controlled domain with

measurable operational improvements.

Expected Outcomes:

Proven capability to execute autonomous decisions safely
Quantified ROI through reduced mishandling and faster delivery
Operator trust in system reliability and decision quality

Identification of cross-domain coordination opportunities for Phase 3

4.3 Phase 3: Cross-Domain Coordination (Months 18-30) - Investment: $1.2M

Objective: Enable AOI to coordinate across 2-3 operational domains, handling

scenarios requiring multi-system orchestration.

Technical Implementation:

Deploy Gate Management Agent with bounded authority
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Deploy Workforce Coordination Agent

Enable cross-domain coordination through Master Orchestrator

Establish approval workflows for cross-boundary decisions:
o Baggage Agent can request gate changes to optimise bag delivery
o Gate Agent can coordinate with Workforce Agent for staff positioning

o Humans approve categories of decisions, not individual instances

Operational Model: System handles cross-boundary scenarios that previously

required manual coordination:

Example: Early Flight Arrival (Revisited)

1.

2.

7.

Gate Agent detects CX888 arriving 15 minutes early
Queries Baggage Agent: Can bags be delivered to the alternate gate faster?

Baggage Agent evaluates carousel utilisation, proposes routing to Gate 18's
carousel

Workforce Agent confirms staff available for accelerated unloading at Gate 18

Master Orchestrator synthesises solution: Assign CX888 to Gate 18, reroute
bags, position staff

Presents an integrated solution to the duty manager: "Early arrival optimisation:
Gate 18 assignment enables 6-minute faster passenger flow. Approve?"

Upon approval, executes coordinated changes across all three systems

Success Metrics:

15-20% improvement in on-time performance (coordinated decisions reduce
delays in airport-controllable categories)

30% reduction in cascade delays (early detection and mitigation of conflict
propagation)

70%+ category-level approval rate (humans approve decision categories, agents
execute instances)

Demonstrated ability to handle irregular operations (weather delays, equipment
failures)

Risk Mitigation:

Phased authority expansion: Start with low-stakes cross-domain scenarios
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e Human approval for high-impact decisions (affecting >$5,000, >5 fligﬁts,
margins) \

e

e Rollback capability: Revert to Phase 2 single-domain operation if coordination - - .

quality degrades
e Incidentreview: Post-analysis of every decision requiring manual override

Key Deliverable: Operational orchestration capability that coordinates multiple
systems autonomously, with human oversight for high-stakes decisions.

Expected Outcomes:
¢ Proven multi-domain coordination capability
o Significant operational efficiency gains through system-level optimisation
e Reduced operations manager workload (shift from execution to oversight)
e Foundation for Phase 4 autonomous operations

4.4 Phase 4: High-Autonomy Bounded Operations (Months 36-48) - Investment:
$2.0M

Objective: Deploy comprehensive orchestration capability with minimal human
intervention for routine operations within Green Zone boundaries, while maintaining
human authority for strategic decisions (Yellow Zone approval-required) and safety-
critical scenarios (Red Zone human-only).

CLARIFICATION: "High-Autonomy" # "Fully Autonomous"

Phase 4 achieves high operational autonomy for routine coordination within defined
boundaries (Green Zone), not elimination of human oversight. The bounded autonomy
framework remains in effect throughout:

e Green Zone: Autonomous execution for low-risk routine decisions
e Yellow Zone: Human approval required for medium-risk operational changes
e Red Zone: Human-only authority for safety-critical and strategic decisions

This distinguishes AOI from fully autonomous systems and ensures meaningful human
control as required by aviation regulators.

Note on Timeline: Full high-autonomy deployment typically requires 36-48 months
from project initiation. This extended timeline accounts for:

e Change management: Airport organisational culture, staff training, stakeholder
alignment (typically underestimated in technical projects)
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e Regulatory engagement: Civil Aviation Authority reviews, safety case",
development, certification processes

e Vendor coordination: Integration complexity across 50+ systems with varyirfg - !
cooperation levels

 Operational validation: Multiple seasonal cycles required to validate
performance across peak/off-peak periods, holiday surges, and weather
disruptions

¢ Risk mitigation: Gradual authority expansion, ensuring each phase proves
capability before proceeding

Airports with strong digital transformation programs, supportive vendor relationships,
and executive commitment may achieve Phase 4 deployment in 36 months. Airports
facing organisational resistance, complex regulatory environments, or integration
challenges should plan for 42-48 months.

Technical Implementation:

e Fullagent deployment across all operational domains (baggage, gates,
workforce, energy, customs coordination, retail/parking integration)

e Advanced predictive capabilities:
o Demand forecasting for proactive resource positioning
o Disruption prediction and pre-emptive mitigation
o Scenario simulation for operational planning

o Self-optimisation: System adjusts decision parameters based on outcomes
without human intervention

e 24/7 resilient operations: System maintains coordination capability during shift
changes, overnight operations, and crisis scenarios

Operational Model: Green Zone (Autonomous): Routine decisions are executed
without human approval

e Baggage routing optimisation
e (Gate assignments within policy boundaries
e Workforce allocation for scheduled operations
e Energy managementresponding to operational dynamics
Yellow Zone (Human Approval): Significant decisions require approval
e Multi-flight gate swaps
© 2026 HML Services Ltd. All rights reserved.

This material is proprietary and confidential. Contact: info@hmlservices.biz
28



e Workforce reallocation during irregular operations

e Budget-impacting optimizations (>$5,000)

e Policy exceptions with operational justification

Red Zone (Human Only): Strategic and safety-critical decisions remain human
authority

e Emergency response coordination

e Major operational mode changes (terminal closures, runway configuration
changes)

¢ New SOP development
e Vendor contract decisions
Success Metrics:

o 35% improvementin operational efficiency (resource utilisation, delay reduction,
cost optimisation)

e 40% reduction in human coordination workload (operations managers focus on
strategy and exceptions)

e 90%+ autonomous decision execution for routine operations
e Zero safety incidents, maintained regulatory compliance

e Demonstrated resilience through successful handling of crisis scenarios
(weather, equipment failures, security events)

Risk Mitigation:

Graduated autonomy: Expand the Green Zone gradually based on demonstrated
reliability

e Continuous monitoring: Anomaly detection systems flag unexpected agent
behaviour

o Regular audits: Quarterly review of decision patterns, outcomes, and human
override rates

o Fail-safe architecture: System reverts to manual control if anomalies are
detected

¢ Human expertise preservation: Operations staff maintains manual coordination
capability through regular training and drills
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coordination autonomously, escalates genuine ambiguity, and augments huma\n),
decision-making for strategic and crisis scenarios. ‘

Expected Outcomes:

o Airport operates with higher efficiency, reliability, and passenger satisfaction
than competitors

e Operations managers transition from tactical coordination to strategic oversight

e Institutional knowledge captured in the system rather than dependent on
individual expertise

e Platform for continuous operational improvement through machine learning

e Competitive advantage as the first airport to achieve autonomous operations
capability

4.5 Bounded Autonomy Framework

Throughout all phases, AOI operates within a Bounded Autonomy Framework that
defines explicit limits on agent authority. This framework ensures human accountability
remains clear, risk exposure stays controlled, and stakeholders maintain appropriate
oversight.

Three-Zone Model:

GREEN ZONE: Autonomous Execution
o Definition: Low-value, low-risk, high-frequency decisions
e Financial Threshold: Impact <$500

e Operational Threshold: Affects <3 flights, <50 passengers, <30 minutes delay
potential

o Reversibility: Actions are easily reversible if suboptimal
e Examples:
o Baggage routing between carousels within the terminal
o HVAC adjustments responding to passenger flow
o Staff break schedule micro-adjustments
o Gate assignment swaps for the same airline, similar aircraft types
Agent Authority: Execute autonomously, log decisions, no human approval required

YELLOW ZONE: Human-Approval Required
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e Definition: Medium-value, medium-risk decisions with significant operat na/L*/ ——

impact

e Financial Threshold: Impact $500-$5,000

e Operational Threshold: Affects 3-10 flights, 50-200 passengers, 30-60 minutes
delay potential

¢ Reversibility: Actions are reversible but with cost/disruption
e Examples:

o Multi-flight gate reassignments

o Baggage rerouting affecting >50 passengers

o Workforce reallocation during irregular operations

o Vendor service call authorisation

o Policy exception requests with operational justification

Agent Authority: Propose solution with impact analysis, await human approval,
execute upon authorisation

RED ZONE: Human-Only Decisions
o Definition: High-value, high-risk, safety-critical, or strategic decisions
e Financial Threshold: Impact >$5,000 or unbounded

e Operational Threshold: Affects >10 flights, >200 passengers, >60 minutes
delay, safety margins

o Reversibility: Irreversible or high reversal cost
e Examples:

o Emergency response coordination

o

Major operational mode changes (runway configs, terminal closures)
o Safety-critical decisions (security incidents, aircraft emergencies)

o Strategic vendor negotiations

o New SOP development

o Actions affecting regulatory compliance

Agent Authority: Provide situational awareness data, cannot propose autonomous
execution, humans retain exclusive decision authority
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Framework Characteristics: :

Dynamic Adjustment: Zone boundaries adjust based on operational context >
« During routine operations: Yellow Zone expands (more autonomous authority) ~~--.__| ___--
e Duringirregular operations: Yellow Zone contracts (more human oversight)

e Duringcrisis: System provides data, humans make all coordination decisions

Learning Integration: The system learns which decisions consistently require override

o |If 80%+ of Yellow Zone gate swap proposals get rejected, the system adjusts its
decision criteria

o If Green Zone baggage routing consistently succeeds, the airport may expand the
Green Zone threshold

Stakeholder Calibration: Different airports set different thresholds based on:
e Risk appetite (conservative vs. aggressive autonomy expansion)

e Regulatory environment (jurisdictions with stricter human oversight
requirements)

e Operational maturity (newer systems warrant tighter boundaries)

o Stakeholder trust (expand as confidence in system capability increases)
Audit Trail: Every decision logged with:

e Zone classification (Green/Yellow/Red)

e Agentreasoning (why this solution is proposed)

e Human approval status (if Yellow Zone)

e Outcome metrics (did the solution achieve the intended results?)

e Override analysis (if human rejected, why?)

This framework provides the regulatory scaffolding necessary for aviation authorities
to certify autonomous operations. By demonstrating clear boundaries, explicit human
accountability, and comprehensive audit capability, AOl addresses the governance
concerns that have historically prevented Al deployment in safety-critical aviation
environments.
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SECTION 5: GOVERNANCE AND COMPLIANCE k

5.1 Regulatory Landscape for Aviation Al

Aviation operates under the most stringent safety regulatory frameworks globally. Civil - o=
Aviation Authorities (CAAs) in each jurisdiction, FAA (USA), EASA (Europe), CAAS

(Singapore), CASA (Australia), CAAC (China), enforce safety management standards

that extend beyond aircraft operations to encompass airport systems affecting the

safety of flight.

Key Regulatory Considerations for AOI:

Safety Management Systems (SMS): ICAO Annexe 19 requires airports to implement
systematic approaches to managing safety, including:

e Hazard identification and risk assessment
o Safety risk mitigation

o Safety performance monitoring

e Safety promotion and training

AOI deployment must integrate within existing SMS frameworks, demonstrating that
autonomous coordination enhances rather than compromises safety outcomes.

Human Factors: Regulators emphasise maintaining "meaningful human control" over
safety-critical systems. This drives AOIl's Bounded Autonomy Framework—ensuring
humans retain authority over high-stakes decisions while benefiting from automated
coordination for routine operations.

Certification Requirements: Ground systems affecting aircraft operations (e.g.,
baggage handling systems that could delay departures, gate assignments affecting
aircraft compatibility) may require certification depending on jurisdiction. AOl's layered
architecture, coordinating existing certified systems rather than replacing them,
simplifies certification pathways.

Data Protection and Cybersecurity: Aviation cybersecurity regulations (EASA CS-AMC,
FAA AC 120-CYBER) impose requirements for systems accessing operational data. AOI
must demonstrate:

e Secure authentication and authorisation

e Protection against unauthorised access and manipulation
e Audit logging of all system actions

e Incident response capabilities

International Standards Harmonisation: Airports operating international flights must
satisfy multiple regulatory regimes simultaneously. Early adoption of globally-
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recognised frameworks (such as IMDA's Model Al Governance Framework) pr\ovi
competitive advantage by demonstrating compliance across jurisdictions.

5.2 Safety Management System Integration g . !

AOl integrates into airport SMS through structured hazard identification, risk
assessment, and mitigation workflows:

Hazard Identification:
e Pre-deployment: Systematic identification of failure modes for each agent type

o Baggage Agent: Potential forincorrect routing, cascade delays,
integration failures with BHS

o Gate Agent: Risk of assigning incompatible aircraft/gate combinations,
safety clearance violations

o Workforce Agent: Insufficient staffing for operational demand, skill
mismatch

o Master Orchestrator: System-level conflicts, optimisation priorities
misaligned with safety

Risk Assessment: For each identified hazard:

o Likelihood: Probability of occurrence (considering technical controls, testing,
monitoring)

o Severity: Potential impact (operational disruption, passenger safety, regulatory
compliance)

o Risk Level: Matrix categorisation (catastrophic, hazardous, major, minor,
negligible)

Risk Mitigation:

o Engineering controls: Circuit breakers, automatic shutdown thresholds, failsafe
architectures

¢ Operational controls: Human approval requirements (Yellow/Red Zone
decisions), override authority, rollback procedures

¢ Monitoring controls: Real-time anomaly detection, alert thresholds, continuous
audit logging

e Training controls: Operator training on system supervision, manual takeover
procedures, and decision validation

Safety Performance Indicators (SPIs): AOl deployment establishes measurable SPls:

o Agent decision error rate (<5% threshold triggers automatic shutdown)
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Human override frequency (high rates indicate miscalibration requiring
adjustment)

Near-miss detection (scenarios where the agent's proposed decision would ﬁave\ ] !
caused an operational issue, caught by human review)

System availability (uptime, failover success rate)

Incident Investigation: All operationalincidents undergo review:

Was AOIl involved in the decision chain leading to the incident?
Did AOI contribute to the incident or mitigate the severity?
What system adjustments prevent recurrence?

Update agent training data and decision parameters based on lessons learned

This SMS integration ensures that AOl operates within existing safety governance rather
than parallel to it, critical for regulatory acceptance.

5.3 Vendor Accountability and Contracts

AOI deployment spans multiple stakeholders, including the airport operator, Al platform
provider (AOI), and existing vendor systems (BHS, FIDS, building management). Clear

contractual allocation of responsibility prevents governance gaps.

Airport Operator Responsibilities:

Define operational use cases and authority boundaries (Green/Yellow/Red
zones)

Provide operational data access and integration support

Maintain human oversight capabilities (trained operations managers, override
procedures)

Establish incident escalation and response protocols

Own ultimate accountability for operational outcomes

AOI Platform Provider Responsibilities:

Deliver system meeting specified performance thresholds (decision quality,
latency, availability)

Provide security guarantees (authentication, authorisation, data protection,
vulnerability management)

Maintain system reliability (uptime SLAs, support response times)

Implement updates based on operational learnings without disrupting
operations
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Existing Vendor System Responsibilities:

Continuous performance monitoring and reporting

Provide documented APIs and integration specifications
Maintain system reliability (existing SLAs unaffected by AOI integration)

Supportincident troubleshooting when AOI-coordinated actions interact with
vendor systems

Provide advance notice of system changes affecting integration points

Liability Allocation: Contracts should specify:

Operational decisions: Airport retains accountability for decisions executed by
AOI (since airport approved deployment and defined authority boundaries)

System failures: AOI provider liable for platform defects, security vulnerabilities,
performance below contractual thresholds

Integration issues: Shared responsibility between AOI provider and existing
vendors, with escalation procedures for resolution

Force majeure: Standard carve-outs for scenarios beyond system control
(regulatory changes, catastrophic failures)

Performance Guarantees:

Decision quality: AOl maintains >85% human approval rate for Yellow Zone
proposals (demonstrates alignment with airport operational priorities)

Latency: Solutions generated within 90 seconds of conflict detection

Availability: 99.9% uptime during operational hours (excluding scheduled
maintenance)

Security: Zero successful unauthorised access attempts; vulnerabilities
patched within defined timeframes

5.4 Insurance and Liability Considerations

Aviation insurance underwriters increasingly scrutinise Al deployment given liability

uncertainty. Proactive engagement with insurers demonstrates responsible deployment

and may reduce premiums.

Key Insurance Considerations:

Liability Coverage: Standard airport liability policies may require riders or amendments
to cover autonomous decision-making systems. Insurers will evaluate:

Scope of autonomous authority (Green/Yellow/Red zone boundaries)
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¢ Human oversight mechanisms

e Incidentresponse procedures

e Historical safety performance

Cybersecurity Insurance: AOI systems handling operational data require cyber liability
coverage addressing:

e Databreach costs
e Business interruption from system compromise
e Incidentresponse and remediation
e Third-party claims from operational disruptions
Professional Indemnity: For AOI platform provider, covering claims arising from:
e System defects causing operational disruptions
e Incorrect recommendations leading to financial loss
e Security vulnerabilities enabling unauthorised access
Risk Mitigation Measures: Reducing Premiums
« |IMDA framework compliance (demonstrates governance maturity)
e« Phased deployment with proven track record at each stage
e Comprehensive testing and monitoring
e Regular third-party audits
¢ Incident simulation and response drills

Claims History Development: Early AOIl adopters will establish precedent for
insurance claims:

e Document every incident where AOl was involved in the decision chain

e Maintain detailed records showing system contribution (positive or negative)
e Provide insurers with performance data supporting risk assessment

e Participate in industry working groups establishing Al liability norms

Transparent engagement with insurers positions airports as responsible innovators
rather than reckless early adopters, critical for maintaining favourable coverage terms.

5.5 IMDA Model Al Governance Framework Compliance

[NOTE: This section integrates the previously created comprehensive IMDA compliance
documentation. For brevity in this combined document, I'm including a condensed
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version. The full 2,800-word Section 5.5 created earlier can be appended sep;ara

integrated at full length based on your preference.] N

On January 22, 2026, Singapore's Infocomm Media Development Authority publishe\d -

the world's first governance framework explicitly designed for agentic Al systems. This
timing creates an extraordinary strategic opportunity for AOI early adopters.

IMDA Framework Four Dimensions:
Dimension 1: Assess and Bound Risks Upfront

e Determine suitable use cases considering domain tolerance for error, data
sensitivity, and action reversibility

e Define agent limits: tools/data access, autonomy level, operational boundaries
¢ Implement robust identity and access management for agents
AOIl Implementation:

e Risk-stratified use case selection (high-suitability: baggage optimisation;
excluded: emergency response)

e Bounded agent design (Baggage Agent cannot override manual commands, Gate
Agent requires approval for >5 aircraft swaps)

o Agentidentity framework (unique IDs linked to supervising humans, permission
inheritance controls)

Dimension 2: Make Humans Meaningfully Accountable
o Clearresponsibility allocation across the organisation and external vendors

e Meaningful human oversight through significant checkpoints, approval
workflows, and automation bias mitigation

e Adaptive governance enabling rapid response to technology evolution
AOIl Implementation:

e Responsibility matrix (airport director sets strategic goals > operations managers
define agent boundaries - technical teams implement > users maintain
tradecraft)

e Human approval checkpoints (high-stakes, irreversible, outlier behaviours, user-
defined thresholds)

o Training programs (failure mode recognition, scenario exercises, certification
requirements)

Dimension 3: Implement Technical Controls and Processes
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Technical guardrails during development (planning reflection, tool inp\ut
validation, protocol security)

Pre-deployment testing (task execution accuracy, policy compliance, tool us\e\,\ ~-
robustness, multi-agent coordination)

Continuous monitoring and gradual rollout (alert thresholds, anomaly detection,
circuit breakers)

AOIl Implementation:

Guardrails (plan reflection before execution, least-privilege tool access,
whitelisted MCP servers)

Testing methodology (50+ repeated runs per scenario, varied datasets, realistic
environments, automated + human evaluation)

Monitoring architecture (programmatic alerts, ML-based anomaly detection,
agent-monitoring-agent, tiered intervention protocols)

Dimension 4: Enable End-User Responsibility

Transparency for stakeholders (agent capabilities, data access, escalation
contacts)

Training for operators (foundational knowledge, failure mode identification,
scenario exercises)

Tradecraft preservation (manual operations drills, rotational assignments, career
development)

AOIl Implementation:

External transparency (passenger notifications, airline partner briefings, data
privacy compliance)

Internal training curriculum (agent understanding, oversight capability,
certification requirements)

Expertise maintenance (monthly manual drills, rotation policies, mentorship
programs)

Strategic Positioning Through IMDA Compliance:

The first airport to deploy AOl under IMDA framework compliance gains:

Regulatory Credibility: Documented governance framework aligning with government-
endorsed standards, addressing aviation regulator concerns about autonomous
systems.
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positioning attracts airlines seeking technologically advanced, responsibly gover\ne/
hubs. -

Government Recognition: Potential inclusion in IMDA case study publication (Annexe

B explicitly solicits implementations), speaking opportunities at regulatory forums, and
influence on framework evolution.

Risk Mitigation: Framework compliance reduces legal liability exposure, addresses
insurance underwriting concerns, and provides defence in incident scenarios.

Candidate Airports for Early Adoption:

1. Singapore Changi: Operates under IMDA jurisdiction, natural reference
implementation

2. Hong Kong International: Strong regulatory alignment, smart airport investment

3. Brisbane Airport: Australian governance emphasis, recent infrastructure
upgrades

5.6 Risk Mitigation Strategies
AOI deployment addresses common concerns through systematic risk mitigation:
"If Al fails, operations collapse"
Concern: Dependency on autonomous systems creates single point of failure.
Mitigation:
e Phased deployment proves capability before expanding authority
e« Manual override always available (operations staff can disable agents instantly)

o Failsafe architecture (circuit breakers, automatic rollback, degraded operation
modes)

e Regular manual operations drills ensure staff maintain coordination capability

¢ Vendor systems continue functioning independently, AOI coordinates but
doesn'treplace

"Automation bias will cause operators to over-trust the system"

Concern: Humans become complacent, rubber-stamping agent decisions without
proper review, especially after the system demonstrates reliable performance.

Mitigation:
o Training on automation bias: Operations staff educated on the tendency to

over-trust automated systems, common failure patterns
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Red team exercises: Quarterly drills where intentionally flawed ;

recommendations test operator vigilance

~

Approval pattern audits: Monitor for suspiciously high approval rates (>95%) or. . !
suspiciously short review times (<10 seconds for complex decisions)

Decision diversity: Rotate operators to prevent individual over-familiarity

Independent review: Random sample (10%) of Yellow Zone approvals reviewed
by senior operations managers weekly

Incident post-mortems: Every override or near-miss is analysed for lessons
about when human judgment correctly identified system limitations

"We don't have technical capability"

Concern: Airport lacks Al expertise to deploy and maintain complex systems.

Mitigation:

30 years of operational expertise is harder to build than Al—airport provides
domain knowledge, platform provider supplies Al capability

Start small (Observatory Phase) to build internal familiarity before granting
execution authority

Training programs develop internal capability incrementally

Managed service model available (AOI provider handles platform operations,
airport focuses on operational oversight)

"Vendors will resist integration"

Concern: Existing vendors view AOI as a competitive threat and impede integration.

Mitigation:

Frame AOI as making vendor systems MORE valuable through coordination
Open integration standards benefit the entire vendor ecosystem

Vendors seeking long-term airport relationships recognise the value of a
collaborative approach

AOIl enhances rather than replaces vendor systems, increases operational
stickiness

"Regulators won't approve autonomous decisions"

Concern: Aviation authorities prohibit autonomous systems in safety-critical

environments.

Mitigation:
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e Bounded Autonomy Framework (Green/Yellow/Red zones) maintains \hu
authority for safety-critical decisions

¢ Phased deployment allows regulatory engagement at each stage g . !
e |IMDA compliance demonstrates governance maturity

e Everydecision logged, auditable, and explainable, satisfies regulatory
transparency requirements

o Safety Management System integration ensures coordination within existing
frameworks

"Investment is too high"
Concern: Multi-million dollar investment with uncertain ROI.
Mitigation:

¢ Phased deployment spreads investment over 30+ months

e Each phase delivers measurable value before proceeding (Observatory proves
decision quality, Single-Domain demonstrates operational improvement)

e Compare to the cost of NOT investing: operational brittleness, competitive
disadvantage, inability to scale into demand

o Early adopter advantages (IMDA recognition, competitive positioning) compound
over time

5.7 Certification and Audit Pathway

AOI deployment follows a structured certification pathway, ensuring governance
maturity:

Pre-Deployment Certification:

o Safety case development: Hazard identification, risk assessment, mitigation
documentation

e Integration testing: Verification that AOI coordinates vendor systems correctly

¢ Human factors evaluation: Validation that operators can supervise agents
effectively, including automation bias testing

e Security assessment: Penetration testing, vulnerability analysis,
authentication/authorisation review

¢ Independent safety review: Third-party aviation safety consultants evaluate
system design, hazard identification completeness, and proposed operational
boundaries

Operational Certification:
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e Single-Domain Phase validation: Prove autonomous execution in bounde\d:\
domain )

e Cross-Domain Phase validation: Verify multi-system coordination capability

e Regulatory submission: Present compiled evidence for authority review and
approval

Continuous Certification:

e Quarterly audits: Third-party review of decision patterns, human override rates,

and incident logs
¢ Annual recertification: Comprehensive safety performance review

e Ongoing monitoring: Real-time compliance with operational thresholds

e Incidentinvestigation: Post-analysis of any operational disruptions involving AOI

Third-Party Auditors:

Aviation safety consultants (independent validation of safety case)

Cybersecurity firms (penetration testing, vulnerability assessment)

o Al ethics organisations (fairness, bias, accountability review)

Insurance underwriters (risk assessment for coverage terms)

Systematic certification demonstrates to regulators, insurers, airline partners, and
passengers that AOl deployment reflects responsible innovation rather than reckless
automation.

SECTION 6: BUSINESS CASE
6.1 Investment Profile

AOI deployment requires phased investment over 36-48 months:

Phase Duration Investment Cumulative
Phase 1: Observatory Months 1-6  $500,000 $500,000
Phase 2: Single-Domain Months 6-18 $750,000 $1,250,000
Phase 3: Cross-Domain Months 18-30 $1,200,000 $2,450,000

Phase 4: High-Autonomy Bounded Operations Months 30-48 $2,000,000 $4,450,000
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organisational readiness, vendor cooperation, and regulatory complexity. Cons‘egva ive

planning suggests a 42-month baseline with contingency for extension.
Investment Breakdown:
Platform Costs (40% of investment):
e AOIl software licensing
e Cloud infrastructure (compute, storage, network)
e Integration middleware and APIs
e Security infrastructure (authentication, authorisation, encryption)
Integration Costs (30% of investment):
e Vendor system APl development and testing
e Legacy protocol bridges (Type B messaging gateways)
o Data pipeline construction (real-time streams, batch processing)
e Custom connectors for airport-specific systems
Services Costs (20% of investment):
e Platform configuration and training
e Operational procedure development
e Staff training programs
¢ Change management and stakeholder engagement
Ongoing Costs (10% of investment):
e Platform maintenance and support
e System monitoring and incident response
e Continuous improvement and feature development
e Third-party audits and certification
Comparative Context:
e Major BHS upgrade: $50-150 million capital investment
e Terminal expansion: $500 million - $2 billion
e AOIl deployment: $4.5 million over 36-48 months

AOl represents <1% of major infrastructure investment yet delivers system-level
efficiency gains that maximise returns from existing capital expenditures.
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6.2 Return on Investment Calculations

AOI ROI derives from multiple operational improvements:

Direct Operational Savings:
Reduced Delay Costs
e Industry average: $25 billion annually in delay costs (IATA)

e Conservative estimate: 7-8% system-wide attributable to coordination failures =
$1.75-2.0 billion

e Within airport-controllable categories (excluding weather, ATC, airline ops): 40-
50% of delays attributable to coordination

e Major hub processes ~50 million passengers/year = 0.5% global traffic share
e Proportional airport-controllable delay cost exposure: ~$15-20 million/year

e AOI Cross-Domain Coordination (Phase 3): Targets 15-20% reduction in airport-
controllable delays = $3-4 million/year savings

o Note: Actual savings depend on baseline delay profile, operational complexity,
and implementation quality

Baggage Handling Efficiency
e 26 million bags mishandled globally (IATA)

Average mishandling cost: $100/bag (redelivery, compensation, reputation)

Major hub: ~300,000 mishandled bags/year

AQOI Single-Domain Phase: Targets 10-15% reduction = 30,000-45,000 bags/year
= $3-4.5 million/year savings

e AOI Cross-Domain Phase: Potential 20% reduction with coordinated
gate/baggage optimisation = $6 million/year

Labor Efficiency
e Operations managers: 200+ coordination decisions per shift
e AOIl Phase 4: 40% workload reduction
e Reallocate 8 FTE operations managers @ $150k fully loaded = $1.2 million/year
e (Plus qualitative benefit: staff focus on strategic work vs. tactical coordination)
Energy Optimization

e Building management coordination with operational dynamics
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e 5-10% energy consumption reduction through intelligent HVAC/lightin\g
coordination

e Major hub energy cost: ~$50 million/year
e 7.5% reduction = $3.75 million/year savings

Annual Operational Savings (Phase 4): $16-20 million/year (Conservative baseline:
$16M | Expected case: $18M | Optimistic: $20M)

Strategic Value Creation:
Competitive Positioning
o Airlines concentrate operations at hubs, demonstrating reliable coordination

e Hub carrier increases frequencies, connecting passengers prefer reliable
transfers

e Revenue impact: 2-5% passenger traffic increase through improved operational
reputation

e Major hub aeronautical revenue: ~$500 million/year
e 3.5% traffic increase = $17.5 million/year additional revenue
Deferral of Capital Investment
e Operational efficiency extracts additional capacity from existing infrastructure

e Example: 10% throughput improvement through coordination = deferring $500M
terminal expansion by 3-5 years

e Presentvalue of deferral: $50-100 million (depending on discount rate)

IMDA Recognition Value

e First-mover positioning as reference implementation (18-24 month advantage
window before competitors achieve IMDA compliance)

e Speaking opportunities, thought leadership, government partnership

o Difficult to quantify, but compounds over time through industry influence and
partnership opportunities

Total Annual Value (Year 3+): $33.5-37.5 million/year

ROI Calculation:

Metric Conservative Case Expected Case
Total Investment (36-42 months) $4,500,000 $4,500,000
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Metric Conservative Case Expected Case\\

Annual Value Realisation (Year 3+) $33,500,000 $37,500,000

Simple Payback Period 6.4 months after Phase 4 5.8 months after Phase 4 h
5-Year NPV (10% discountrate)  $115+ million $135+ million

IRR >150% >180%

Sensitivity Analysis: Even conservative assumptions deliver compelling ROI:

e 50% lower operational savings ($8-10M vs. $16-20M projected) = still positive in
12 months

10% baggage improvement (vs. 10-15% projected) = still positive in 10 months

Zero competitive traffic increase = still positive in 14 months

Extended timeline (48 months vs. 36-42) = still positive in 18 months
The business case is robust across wide range of outcome scenarios.

6.3 Competitive Positioning

AOI deployment creates strategic advantages that compound over decades:
Airline Partnership Differentiation

e Hub carriers seek airports demonstrating operational reliability for complex
connecting itineraries

e Low-cost carriers prioritise airports enabling rapid turnarounds through efficient
coordination

o Cargo operators select airports with reliable baggage/cargo coordination,
minimising ground delays

Result: Airlines route additional capacity to operationally sophisticated airports,
creating a virtuous cycle of traffic growth and revenue generation.

Passenger Preference

e Travellers increasingly select itineraries based on connection reliability
(especially post-pandemic, with reduced schedule buffers)

e Airports known for reliable baggage delivery, minimal missed connections, and
efficient operations capture premium leisure and business traffic

Result: Passenger growth concentrates at hubs demonstrating operational excellence,
increasing non-aeronautical revenue (retail, parking, concessions).

Regulatory Advantages
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e Aviation authorities scrutinise airports with persistent operational issues
(potential slot restrictions, increased oversight)

o Airports demonstrating proactive operational management through Al
governance maintain regulatory trust

Result: Operational freedom to grow capacity without regulatory constraints.
Industry Leadership
o First-mover airports define industry standards for agentic Al deployment
o IMDA case study recognition positions airport as a thought leader

e Partnership opportunities with technology vendors, research institutions, and
government innovation initiatives

Result: Brand value enhancement, talent attraction (engineers want to work on cutting-
edge projects), strategic influence over industry evolution.

Vendor Negotiation Position

e AOIlreduces vendor lock-in (airport owns coordination intelligence, vendors
remain replaceable)

e Vendor competition increases, knowing the airport can integrate alternatives
seamlessly

Result: Improved contract terms, better service levels, reduced long-term costs.
Future-Proofing

o As Al capabilities advance (better language models, improved reasoning,
multimodal perception), AOI platform evolves without requiring infrastructure
replacement

e Airports without orchestration layer face growing coordination complexity as
traffic increases, competitive gap widens over time

Result: Sustained competitive advantage that appreciates rather than depreciates.
6.4 Early Adopter Strategic Advantages

The first 3-5 airports deploying AOIl capture have advantages unavailable to later
adopters:

IMDA Reference Implementation Status

e Singapore's IMDA explicitly solicits case studies demonstrating framework
compliance (Annexe B)

o First aviation deployment becomes the reference architecture for the global

industry
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Competitive Moat

¢ While technology itself is replicable, operational expertise embedded in the
system through years of learning creates a sustainable advantage

o Later adopters face "catch-up problem®, training Al requires operational
experience that early adopters accumulate first

Value: 3-5 year operational advantage before competitors achieve comparable
capability.

Talent Attraction

o Engineers, data scientists, and operations researchers want to work on cutting-
edge deployments

o Early adopter airports attract talent that later adopters must poach at a premium
cost

Value: Builds internal capability that enables continuous innovation.
Airline Partnership Commitment

e Airlines making hub decisions in 2026-2028 factor operational reliability into
long-term network planning

o Early operational superiority influences airline fleet deployment decisions with
10-15 year time horizons

Value: Traffic commitments locked in for decades based on near-term operational
performance.

Vendor Ecosystem Development

o Early adopter airports shape vendor integration standards, API specifications,
protocol development

o Later adopters inherit standards defined by first movers

Value: Ecosystem influence—vendors develop products compatible with early adopter
requirements.

Insurance Precedent
o Firstdeployments establish claims history and risk assessment baselines

e Positive track record reduces premiumes for early adopters; later adopters inherit
higher rates until the track record is established
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Value: Ongoing cost advantage in risk management.

Strategic Risk: Waiting for "Proven Technology**

Some airports may hesitate, preferring to wait until technology is "proven" by others. " --_ =cie
This strategy incurs hidden costs:

¢ Competitive disadvantage accumulates: Traffic shifts to operationally superior
airports

e Catch-up costs increase: Later adoption is more expensive as early adopters
set standards

e Regulatory disadvantage: Authorities are more stringent with late adopters vs.
cooperative innovators

 Talent scarcity: Engineers with agentic Al expertise concentrate at early adopter
airports

The optimal strategy is not "wait and see"—it is "deploy systematically." Phased
implementation bounds risk while capturing first-mover advantages.
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SECTION 7: THE DECISION POINT
7.1 Leading Candidate Airports

Three airports are optimally positioned for AOIl early adoption:

Singapore Changi Airport

Strategic Rationale:

Operates under IMDA jurisdiction, natural first deployment aligning with
government Al governance framework

Innovation culture: Track record of technology leadership (facial recognition,
biometrics, autonomous vehicles)

Government support: Likelihood of IMDA case study inclusion, research funding,
regulatory facilitation

Operational scale: 68 million passengers (2019), complex multi-terminal
operations ideal for demonstrating coordination value

Implementation Pathway:

Phase 1 (Observatory): Deploy across Terminal 3, demonstrate coordination
recommendations

Phase 2 (Single-Domain): Baggage handling in Terminal 3, expand to Terminal 1/2
after validation

Phase 3 (Cross-Domain): Coordinated baggage, gates, and workforce across all
terminals

Phase 4 (Autonomous): Full operational coordination, position as IMDA
reference implementation

Value Proposition:

First IMDA-compliant agentic Al in aviation globally
Government recognition and partnership

Competitive differentiation vs. regional hubs (Hong Kong, Bangkok, Kuala
Lumpur)

Hong Kong International Airport (HKIA)

Strategic Rationale:

Third Runway System investment (HKD $141 billion): New infrastructure
requiring operational orchestration to maximise capacity utilisation
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o Digital transformation mandate: Airport Authority investing heavily in é‘ma
airport initiatives )

e Competitive pressure: Changi, Incheon, and mainland China hubs (Guangzhb\u,\ . !
Beijing Daxing) competing for Asia-Pacific transfer traffic '

e Operational complexity: 71 million passengers (2019), constrained airspace
requiring efficiency maximisation

Implementation Pathway:

e Phase 1 (Observatory): Deploy at the existing two-runway system, validate
coordination value

e Phase 2 (Single-Domain): Baggage handling for new Concourse expansion

e Phase 3 (Cross-Domain): Coordinate across three-runway operations post-
commissioning

e Phase 4 (Autonomous): Full Three-Runway System coordination, demonstrate
infrastructure ROI

Value Proposition:
e Maximise Three-Runway System capacity through intelligent coordination
e Competitive advantage vs. regional hubs

e Regulatory credibility (Hong Kong aligns closely with Singapore governance
standards)

Brisbane Airport
Strategic Rationale:

e Recentinfrastructure investment: Completed AUD $1.3 billion terminal
redevelopment, new parallel runway (2020)

e Partnership ecosystem: Queensland University of Technology collaboration on
humanoid robotics for airport operations, demonstrated openness to Al
innovation

e Operational scale: 24 million passengers (2019), large enough to demonstrate
value but manageable for systematic deployment

e Regulatory environment: Australian governance emphasis on responsible Al
deployment, favourable for IMDA framework alignment

Implementation Pathway:

e Phase 1 (Observatory): Deploy across the domestic terminal, validate decision
quality
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Phase 2 (Single-Domain): Baggage handling, coordinating
domestic/international transfers

Phase 3 (Cross-Domain): Coordinate new runway utilisation with

terminal/baggage operations

Phase 4 (Autonomous): Full operational coordination, position as Asia-Pacific
reference outside Singapore/Hong Kong

Value Proposition:

Maximise recent infrastructure investment through operational intelligence

Research partnership validation (QUT collaboration demonstrates technology
openness)

Competitive differentiation within the Australian market (vs. Sydney, Melbourne)

Alternative Candidates:

Dubai International (DXB): Scale ambition, technology investment appetite,

operational complexity, but potential regulatory complexity given UAE governance
frameworks.

Heathrow (LHR): Operational complexity, sustainability commitments, strong
regulatory engagement, but entrenched vendor relationships and change management
complexity may slow adoption.

Evaluation Criteria for Selection:

1.

5.

6.

Operational scale justifying investment (15+ million passengers/year)
Recent infrastructure investment is creating coordination requirements
Regulatory environment favourable to Al governance

Airport leadership demonstrating innovation appetite

Vendor ecosystem openness to integration

Competitive pressure motivating operational differentiation

7.2 Strategic Imperatives Checklist

Airports evaluating AOl deployment should assess readiness across key dimensions:

Operational Readiness

[ ]Documented operational pain points where coordination failures cause delays

[]1!dentified high-value use cases (baggage, gates, workforce) with measurable
outcomes

[ 1 Operations management supportive of systematic Al deployment
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Technical Readiness >
e []Vendor systems provide APl access or documented integration pathways R i =y =
e []ITinfrastructure capable of hosting AOI platform (cloud or on-premise)
e []Cybersecurity frameworks compliant with aviation standards
o« []Datagovernance policies enabling operational data sharing
Organizational Readiness
e []Executive leadership commitment to multi-year deployment
e []Change management capability for shifting operations staff to oversight roles
e []Training infrastructure for building internal Al supervision competency
e []Budget authority to fund phased investment ($500K-$1.5M per phase)
Regulatory Readiness
e []Safety Management System framework established
e []Relationship with Civil Aviation Authority enabling innovation discussions
e []Insurance coverage or willingness to secure riders for autonomous systems
e []Audit processes supporting third-party certification
Strategic Readiness
e []Competitive pressure motivating operational differentiation
¢ []Airline partnerships where operational reliability influences network decisions
e []Brand positioning emphasising innovation and operational excellence
e []Long-termvision for airport as technology leader in industry
Partnership Readiness
e []Vendor relationships collaborative vs. adversarial

e []Willingness to engage with Al platform providers in a co-development
approach

e []Openness toindustry collaboration (sharing lessons learned, participating in
standards development)

e []Engagement with government innovation initiatives (IMDA framework,
research partnerships)
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Airports checking 75%+ boxes are strong candidates. Airports checking <50‘V\d\sh ulc/l//
address capability gaps before proceeding. ‘

7.3 Next Steps and Engagement Model T N

Phase 0: Discovery and Assessment (2-3 months)

Objectives:

o Validate operational fit for specific airport context

o Identify highest-value use cases for initial deployment

e Assesstechnical and organisational readiness

e Develop business case and deployment roadmap

Activities:

1. Operational Audit:

Map vendor system landscape (what systems exist, integration
capabilities)

Document coordination pain points (where do operations managers
manually orchestrate)

Identify decision patterns (200+ daily coordination decisions, which are
the highest value to automate)

Quantify baseline metrics (current delay costs, mishandling rates,
resource utilisation)

2. Technical Assessment:

o

Evaluate API availability from key vendor systems
Assess data accessibility and quality
Review cybersecurity and data governance frameworks

Confirm infrastructure capability (cloud/on-premise hosting)

3. Stakeholder Engagement:

Operations management: Use case validation, operational requirements
IT leadership: Integration architecture, security requirements

Airline partners: Feedback on operational pain points, service level
expectations

Regulatory authority: Early engagement on deployment approach,
governance framework
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4. Business Case Development: ;

o Quantify expected benefits (delay reduction, baggage handling, la\bb/\ur

efficiency) S

o Model phased investment and ROI
o Assess risk mitigation requirements
o Develop executive briefing materials
Deliverables:

e Technical feasibility report

e Phased deployment roadmap

e Business case with ROl projections

¢ Risk assessment and mitigation plan

e Executive decision package

Investment: $75,000-$150,000 (consulting services, stakeholder workshops, technical
assessment)

Outcomes:

Go/No-Go decision for Phase 1 Observatory deployment

e Contractual framework for platform engagement

Stakeholder alignment and commitment

Regulatory engagement initiated

Engagement with HML Services / AOIl Platform Provider:

Consulting Phase: Discovery and assessment conducted collaboratively
e Airport provides operational expertise and system access

e Platform provider contributes Al deployment methodology and technical
assessment

Observatory Phase (Month 1-6): Managed service model

e Platform provider deploys and operates AOIl Observatory

e Airport provides data access, operational oversight, and feedback

e Jointreview of recommendation acceptance rates and decision quality
Agency Phases (Month 6+): Progressive ownership transfer

e Platform provider maintains platform operations
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Long-Term Operating Model:

Airport operations staff trained to supervise agents

Gradual transition to airport-owned, provider-supported model

Airport owns operational intelligence (coordination logic, decision patterns,
institutional knowledge)

Platform provider supplies technology infrastructure (LLM platform, agent
frameworks, security)

Similar to cloud services: infrastructure-as-a-service, intelligence-as-
institutional-asset

Decision Timeline:

Milestone Timeline Decision Point

Discovery & Assessment Month 3 Go/No-Go for Observatory Phase

Complete

Observatory Phase Complete Month 9 Go/No-Go for Single-Domain
Agency

Single-Domain Validation Month 18 Go/No-Go for Cross-Domain
Coordination

Cross-Domain Success Month 33 Go/No-Go for Autonomous
Operations

Full Autonomous Operations Months 39-48 Final deployment and validation

At each milestone, airport leadership evaluates:

Performance vs. metrics (decision quality, operational outcomes, stakeholder
satisfaction)

Risk profile (any incidents, near-misses, system stability issues)
Business case validation (are expected benefits materialising)

Organisational readiness (staff competency, change management success)

This phased decision approach ensures the airport never commits to full deployment

without validated success at each stage, bounding risk while building capability

systematically.

© 2026 HML Services Ltd. All rights reserved.
This material is proprietary and confidential. Contact: info@hmlservices.biz
57



CONCLUSION: THE ORCHESTRATION IMPERATIVE \

will double by 2042. Infrastructure investment lags by hundreds of billions. Digital”
systems remain trapped in 1980s protocols. Skilled labour grows scarce. Sustainébility
mandates tighten. Yet airports operate as they have for decades, human managers e B
heroically coordinating 50+ fragmented vendor systems, making 200+ decisions per

shift with incomplete information.

This model worked when operational complexity was manageable. It fails when traffic
doubles, vendor ecosystems proliferate, and passenger expectations for reliability
increase. The orchestration gap, the absence of intelligence coordinating across vendor
boundaries, transforms from operational inefficiency to existential crisis.

Airport Operations Intelligence solves the problem no vendor owns. Through multi-
agent Al systems that reason across operational domains, AOIl delivers the coordination
intelligence that airports have always performed manually, but at machine speed, with
systematic learning, and compounding capability over time.

The technology is proven beyond aviation. The governance framework exists (IMDA). The
implementation pathway is systematic (phased deployment, bounding risk at each
stage). The business case is compelling (ROl measured in months, strategic advantages
compounding over decades).

The question facing airport leadership is not whether airports deploy operational
orchestration. It is who deploys first and establishes the operational and regulatory
template for the industry.

By 2030, operational sophistication will define competitive position. Airlines will
concentrate operations at hubs, demonstrating reliable coordination. Passengers will
selectitineraries based on operational reputation. Regulators will impose performance
standards that fragmented operations cannot meet.

Early adopters, Changi, Hong Kong, Brisbane, and others willing to deploy
systematically, will capture advantages unavailable to later entrants. They will define
standards, attract talent, influence regulations, and embed operational intelligence that
becomes increasingly difficult to replicate.

The decision point is now. Traffic growth is not waiting. Vendor fragmentation is not
resolving. Workforce scarcity is not reversing. The airports that act decisively, deploying
AOI with governance maturity and operational discipline, will lead the industry through
aviation's most significant operational transformation since the jet age.

Airport Operations Intelligence is not an optional innovation. It is the infrastructure
intelligence layer that makes everything else work.

The orchestration crisis is coming. The solution exists. The strategic question is simple:
Will your airport lead, or follow?
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APPENDICES
Appendix A: Technical Architecture Details

AOI Platform Stack:

Foundation Layer:

e Large Language Models (Claude Sonnet 4.5, GPT-4, or equivalent): Core
reasoning engine

e Vector databases (Pinecone, Weaviate): Operational knowledge storage

e Time-series databases (InfluxDB, TimescaleDB): Real-time operational data

e Message queues (Kafka, RabbitMQ): Event streaming and system integration
Agent Layer:

e Agent orchestration framework (LangChain, AutoGen, Crew Al)

Memory management (short-term: conversation context, long-term: operational
patterns)

Tool interfaces (API clients, database connectors, control system bridges)

Planning engines (ReAct, Tree-of-Thoughts, Chain-of-Thought reasoning)
Integration Layer:
e APl gateways (Kong, Apigee): Vendor system connectivity
e Protocol bridges (Type B messaging translators, legacy system connectors)
e Data pipelines (Apache NiFi, Airbyte): ETL and real-time streaming
e Authentication/authorisation (OAuth 2.0, SAML, JWT tokens)
Monitoring Layer:
e Observability (Datadog, Prometheus, Grafana): System health and performance
e Logging (ELK stack: Elasticsearch, Logstash, Kibana): Decision audit trails
e Alerting (PagerDuty, Opsgenie): Incident escalation
e Analytics (Tableau, Looker): Operational outcome dashboards
Security Layer:
¢ Identity management (Active Directory, Okta): User and agent authentication
e Secrets management (HashiCorp Vault): APl keys, credentials storage

e Network security (VPC isolation, TLS encryption, firewall rules)
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e Compliance (SOC 2, ISO 27001 frameworks)

Appendix B: IMDA Framework Reference Summary

Model Al Governance Framework for Agentic Al (Published January 22, 2026) e TP

Purpose: First government-endorsed framework for deploying autonomous Al systems
responsibly.

Scope: Organisations deploying agentic Al, whether developed in-house or using third-
party solutions.

Four Core Dimensions:
1. Assess and bound risks upfront
2. Make humans meaningfully accountable
3. Implementtechnical controls and processes
4. Enable end-user responsibility
Key Requirements:
¢ Risk assessment considering domain, data sensitivity, and action reversibility
e Clearresponsibility allocation across stakeholders
¢ Human oversight through significant checkpoints
e Technical guardrails during development, testing, deployment
e Transparency and training for end users

Call for Case Studies (Annexe B): IMDA explicitly solicits implementations
demonstrating framework compliance as reference examples for industry.

Full Framework Available: https://www.imda.gov.sg (Model Al Governance Framework
for Agentic Al - January 2026)

Appendix C: Vendor Integration Specifications
Integration Requirements for Vendor Systems:
Baggage Handling Systems (Siemens, Vanderlande, Beumer)
¢ Required APIs:
o Bagtracking (current location, destination, routing status)
o Routing control (carousel assignment, belt path modification)
o System status (belt operational state, maintenance alerts)
o Data Format: JSON over REST or XML via SOAP

© 2026 HML Services Ltd. All rights reserved.
This material is proprietary and confidential. Contact: info@hmlservices.biz
60



« Update Frequency: Real-time (sub-second for tracking, 1-5 seconds \for
commands)

¢ Authentication: APl keys or OAuth 2.0 T . !
Flight Information Display Systems (SITA, Rockwell Collins)
e Required APIs:

o Flight schedules (arrival/departure times, gate assighments, aircraft
types)

o Flight status updates (delays, cancellations, gate changes)
o Passenger counts (checked-in, boarding)

o Data Format: Type B messaging translation to JSON/XML

e Update Frequency: Real-time (immediate upon schedule changes)

e Authentication: Secure gateway credentials

Gate Management Systems

e Required APIs:
o Gate availability (occupied/vacant status, aircraft compatibility)
o Assignment control (gate allocation commands)
o Ground services coordination (equipment positioning)

Data Format: JSON over REST

Update Frequency: Real-time (sub-second)
¢ Authentication: Role-based access control (RBAC)
Workforce Management Systems
e Required APIs:
o Staff availability (shift schedules, skill certifications, current assignments)
o Allocation recommendations (staff positioning requests)
o Data Format: JSON over REST
e Update Frequency: 15-60 seconds (non-critical coordination)
e Authentication: OAuth 2.0 with staff Pll protection
Building Management Systems (Honeywell, Johnson Controls)

e Required APIs:
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o Environmental controls (HVAC, lighting set points)

o Energy monitoring (consumption metrics)

o Data Format: BACnet or Modbus protocol translation
e Update Frequency: 1-5 minutes (non-critical)
¢ Authentication: System credentials

Appendix D: Glossary of Terms

Precision-Corrected for Expert Audiences

CORE AOI ARCHITECTURE TERMS

Airport Operations Intelligence (AOI): The complete three-layer architecture
comprising: (1) Master Orchestrator (Layer 1 - airport-owned decision engine), (2)
Specialised operational agents (Layer 2 - domain-specific coordination), and (3)
Integration layer connecting to existing vendor systems (Layer 3). AOI refers to the full
system architecture, not individual components.

Master Orchestrator: The Layer 1 core decision engine within AOI architecture. Airport-
owned LLM-based system that monitors all connected vendor systems, detects cross-
domain conflicts, generates coordinated solutions, and maintains system-level
operational state. Distinct from integration middleware (ESB, message buses), which
move data without decision-making capability.

Operational Decision Orchestration: Cross-domain coordination requiring trade-off
reasoning between competing operational objectives (e.g., minimising delay vs.
resource cost vs. passenger impact). Distinct from integration orchestration
(ESB/message bus patterns that route data between systems without decision logic).
AOI provides operational decision orchestration; airports typically already have
integration orchestration.

Operational Agent: Layer 2 specialised Al component focused on a specific
operational domain (baggage, gates, workforce, energy). Each agent possesses domain
expertise, bounded authority within that domain, and coordinates with other agents
through the Master Orchestrator to resolve cross-domain conflicts.

Bounded Autonomy: Architectural framework defining explicit limits on agent decision
authority through three zones: Green Zone (autonomous execution for low-risk
decisions), Yellow Zone (human approval required for medium-risk decisions), Red
Zone (human-only authority for high-risk/safety-critical decisions). Ensures meaningful
human control while enabling automation of routine coordination.

Autonomy Levels: A graduated scale of agent decision-making authority:

e Read-only/Observatory: Agent monitors and recommends, cannot execute
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actions

o Supervised execution: Agent executes approved categories of decisions
autonomously; specific high-stakes decisions require approval (Yellow Zone
model)

e Bounded autonomous execution: Agent operates within defined authority
boundaries (Green Zone) without per-decision approval, with automatic
escalation for out-of-bounds scenarios

Al AND MACHINE LEARNING TERMS

Agentic Al: Al systems that combine five capabilities distinguishing them from
traditional rule-based automation: (1) Dynamic planning - decompose goals into multi-
step sequences without pre-programmed workflows, (2) Tool use - execute actions
through APIs and control systems, (3) Memory - maintain operational context across
scenarios and time, (4) Cross-system reasoning - coordinate decisions across vendor
boundaries, (5) Adaptive learning - improve decision quality based on outcome
feedback. Agentic Al differs from rules-based process automation (which executes fixed
IF-THEN logic) and LLM copilots with tools (which assist humans but don't coordinate
autonomous actions).

Large Language Model (LLM): An Al model trained on vast text corpora, enabling
natural language understanding, reasoning, and generation. In AOI, LLMs serve as the
reasoning engine for agents, processing operational context, evaluating scenarios, and
generating coordination solutions. Distinguished from narrow Al models trained for
single tasks.

Multi-Agent System: An architectural pattern employing multiple specialised Al agents
that coordinate to solve problems requiring cross-domain expertise. In AOI, specialised
agents (baggage, gates, workforce) each optimise within their domain while
coordinating through the Master Orchestrator to achieve system-level goals. Contrasts
with monolithic Al attempting to handle all operational domains through a single model.

Model Context Protocol (MCP): Emerging standardised protocol enabling Al agents to
communicate with external tools, systems, and data sources. MCP defines how agents
discover available tools, request actions, and receive results, analogous to how REST
APIs enable application integration. In AOI, MCP enables agents to interact with airport
vendor systems through a consistent interface regardless of the underlying vendor
technology.

AIRPORT OPERATIONAL SYSTEMS

Baggage Handling System (BHS): Automated conveyor, sortation, and tracking
infrastructure transporting passenger baggage through airport terminals. Major vendors
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automated sortation equipment, bag tracking (typically RFID-based), and cont\rol\ X
systems managing routing decisions.

Flight Information Display System (FIDS): System managing authoritative flight
schedule data, gate assignments, aircraft types, and driving passenger information
displays throughout the terminal. Major vendors include SITA, Rockwell Collins, and
Thales. FIDS serves as a system of record for flight operational data, with interfaces to
airline systems, airport operations, and ground handlers.

Type B Messaging: IATA-standardised text-based messaging protocol for airline-airport-
ground handler data exchange, originally standardised in the late 1980s and still widely
deployed despite limitations. Type B messages are structured ASCII text transmitting
flight schedules, passenger manifests, baggage data, and operational notifications.
While multiple IATA standard revisions have extended Type B capabilities, the protocol's
text-based nature constrains data richness and synchronisation speed compared to
modern event-driven APIs. Many airports operate hybrid environments with Type B
messaging alongside newer integration technologies.

Airport Collaborative Decision Making (A-CDM): EUROCONTROL-standardised
framework for data sharing between airlines, airports, ground handlers, and air traffic
control to improve operational efficiency. A-CDM defines information-sharing protocols
and milestones (e.g., Target Off-Block Time) but relies on human coordination to act on
shared data. A-CDM improves visibility but does not provide automated decision
orchestration.

Enterprise Service Bus (ESB): Integration middleware architecture enabling disparate
systems to exchange data through central message routing. ESBs translate between
vendor protocols, manage message queues, and provide publish-subscribe patterns for
event distribution. ESBs handle integration orchestration (data movement) but not
operational decision orchestration (cross-domain trade-offs requiring reasoning).

AVIATION REGULATORY AND SAFETY TERMS

Civil Aviation Authority (CAA): National regulatory body overseeing aviation safety,
security, and operational standards. Examples: FAA (USA), EASA (Europe), CAAS
(Singapore), CASA (Australia), CAAC (China). CAAs certify airport systems affecting the
safety of flight and enforce compliance with international standards (ICAO).

Safety Management System (SMS): Systematic approach to managing aviation safety
mandated by ICAO Annexe 19. SMS comprises four components: (1) Safety Policy and
Objectives, (2) Safety Risk Management (hazard identification, risk assessment,
mitigation), (3) Safety Assurance (monitoring, measurement, continuous improvement),
(4) Safety Promotion (training, communication, culture). AOl deployment must integrate
within the airport's existing SMS framework.
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ICAO Annexes define safety, security, and operational requirements that national CAA\s
implement through local regulations. Annexe 19 mandates SMS; Annexe 17 addresses RN g e
security; Annexe 6/14 covers aircraft operations and aerodromes.

IATA (International Air Transport Association): Trade association representing global
airlines, developing industry standards for operations, messaging protocols (Type B),
and best practices. IATA standards are voluntary but widely adopted; examples include
baggage tracking (Resolution 753), dangerous goods handling, and passenger service
standards.

GOVERNANCE AND COMPLIANCE TERMS

IMDA (Infocomm Media Development Authority): Singapore government agency
responsible for digital infrastructure, telecommunications regulation, and Al
governance policy. In January 2026, IMDA published the world's first Model Al
Governance Framework specifically for Agentic Al, establishing standards for
responsible deployment of autonomous Al systems.

Model Al Governance Framework for Agentic Al: IMDA framework (published January
22, 2026) defining four dimensions of responsible agentic Al deployment: (1) Assess
and bound risks upfront, (2) Make humans meaningfully accountable, (3) Implement
technical controls and processes, (4) Enable end-user responsibility. First government-
endorsed framework treating Al systems as operational actors rather than passive
software.

Bounded Autonomy Framework: See "Bounded Autonomy" under Core AOI
Architecture Terms.

Human-in-the-Loop (HITL): An operational model where human operators approve
agent decisions before execution. In AOI, HITL applies to Yellow Zone decisions
(medium-risk requiring approval) and all Red Zone decisions (human-only authority).
Contrasts with fully autonomous operation and human-on-the-loop (human monitors
but doesn't approve each decision).

Automation Bias: Human tendency to over-trust automated systems, particularly after
prolonged exposure to reliable performance. In the AOI context, there is a risk that
operations staff rubber-stamp agent recommendations without proper review. Mitigated
through training, red-team exercises, approval pattern audits, and decision diversity
(operator rotation).

TECHNICAL INTEGRATION TERMS

API (Application Programming Interface): Standardised software interface defining
how applications communicate and exchange data. REST APIs (using HTTP/JSON) have
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largely superseded SOAP (using XML) as the preferred integration pattern for\mo ,
systems. AOI integrates with vendor systems through documented APls where\ LW 3
available, with protocol bridges (e.g., Type B translators) for legacy systems lacki/ng S

modern APl support. .

REST (Representational State Transfer): An architectural style for web APls using HTTP
methods (GET, POST, PUT, DELETE) and JSON data format. Most modern vendor
systems expose REST APlIs for integration. AOI agents call REST APIs to query system
state (GET) and execute actions (POST/PUT).

OAuth 2.0: Industry-standard authorization protocol enabling secure APl access
through token-based authentication. AOl uses OAuth 2.0, where supported by vendor
systems, to obtain scoped access tokens rather than managing long-lived credentials.
Tokens can be revoked if compromised and provide audit trails for APl access.

Circuit Breaker: A software design pattern and safety mechanism that automatically
halts system operations when error thresholds are exceeded. In AOI, circuit breakers
monitor agent decision error rates; if errors exceed 5% over a 15-minute window, agents
automatically shut down and escalate to human manual control. Prevents cascading
failures from agent malfunction.

AVIATION OPERATIONAL TERMS

On-Time Performance (OTP): Percentage of flights departing/arriving within the
specified time window (typically 15 minutes of the scheduled time). OTP is the primary
operational metric for airlines and airports. AOIl targets improvements in airport-
controllable delay categories (baggage coordination, gate management, ground
services) rather than delays caused by weather, air traffic control, or airline operational
issues outside the airport authority.

Turnaround Time: Elapsed time from aircraft arrival at gate (on-blocks) to departure
(off-blocks). Turnaround encompasses passenger deplaning, baggage unloading, cabin
cleaning, catering, fueling, baggage loading, passenger boarding, and pushback.
Reducing turnaround time while maintaining safety requires coordination across
multiple vendor systems and operational teams.

Cascade Delay: Delay propagation where initial disruption (e.g., late inbound aircraft)
triggers subsequent delays throughout the network. Example: Late aircraft causes crew
duty-time issues, missed passenger connections, baggage misconnections, and gate
conflicts for downstream flights. AOI targets 30% reduction in cascade delays through
early conflict detection and proactive mitigation.

Irregular Operations (IRROPS): Operational scenarios deviating from the planned
schedule due to weather, equipment failures, crew availability issues, or other
disruptions. IRROPS requires dynamic re-planning of flight schedules, gate
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adaptive coordination provides the greatest value over static rule-based systems).,

PHASED DEPLOYMENT TERMS R "

Observatory Phase: AOIl Phase 1 deployment (Months 1-6), where the system operates
in read-only mode, monitoring all vendor systems and generating recommendations
without execution authority. Purpose: Validate decision quality, build operator trust, and
accumulate operational experience before granting agents execution capability.

Single-Domain Agency: AOIl Phase 2 deployment (Months 6-18), where agents receive
bounded execution authority within one operational domain (typically baggage
handling). Agents execute routine optimisations autonomously while requesting human
approval for high-impact decisions. Purpose: Prove autonomous operationin a
controlled environment before expanding to cross-domain coordination.

Cross-Domain Coordination: AOl Phase 3 deployment (Months 18-30), where agents
coordinate decisions across multiple operational domains (baggage + gates +
workforce). The system handles scenarios requiring trade-offs between domain-
specific objectives. Purpose: Demonstrate system-level orchestration capability before
expanding to high-autonomy operations.

High-Autonomy Bounded Operations: AOIl Phase 4 deployment (Months 36-48), where
agents operate with minimal human intervention for routine operations within Green
Zone boundaries, while maintaining human authority for Yellow Zone (approval
required) and Red Zone (human-only) decisions. Purpose: Achieve a steady-state
operational model with agents handling routine coordination autonomously while
humans focus on strategic decisions and exception handling.

SYSTEM ARCHITECTURE SCALING TERMS

Platform Architecture: AOIl operates across 50-100 distinct operational platforms or
major applications, each with independent data storage, control interfaces, and vendor-
specific protocols. This countincludes: BHS control systems, FIDS, multiple gate
management applications, workforce rostering platforms, building management
systems (HVAC, lighting, energy), security checkpoint management, parking systems,
ground equipment tracking, customs/immigration systems, and vendor-specific
subsystems. Count varies by airport size and operational complexity.
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